
the standard and may help
implementation.

Until ICT quality is much
improved, we are seen as hack-
ers, not professionals.

It would be nice to have an
answer, perhaps that I and ISO
are both junk?

Yours very truly,
Tore Audun Høie,
Ph.D. computer science

MARK BURGESS REPL I ES

My answer is simple:

ISO17799 (formerly BS17799)
is a standard for heuristic secu-
rity management in organiza-
tions, and ISO20000 (formerly
BS15000) is the ITIL reference
document. Both of these are
high-level, handwaving guide-
lines about service and business
operations. True enough, they
pay lip service to configuration
management, but the configura-
tion management they refer to is
not the same as discussed in
;login:—it concerns software and
information organization and
revision/change control. The
technical problem covered in
;login: is more about automa-
tion, tuning, and maintenance
in operating systems. The prin-
ciples are somewhat similar, but
these ISO documents offer no
solutions to implementation,
only finger-wagging “should
do’s” to be complied with.

ADDENDUM TO ANNUAL TECH ’06

2006 USEN IX ANNUAL TECHNICAL

CONFERENCE INVITED TALK

Hackers and Founders

Paul Graham, Y Combinator

Summarized by Marc Chiarini

[This summary was inadvertently
omitted from the conference sum-
maries published in the October
2006 ;login:. We apologize to the
summarizer, the speaker, and our
readers.]

Graham, a well-known hacker
and essayist (and all-around nice
guy) gave a thought-provoking
and at times hilarious talk about
the power of the marginal. He
began with an observation by his
friend Trevor Blackwell. On a
trip to the Apple garage, Black-
well who hails from Saskatch-
ewan, was amazed at how dedi-
cated Jobs and Wozniak must
have been to work in a garage.
“Those guys must have been
freezing!” Graham pointed out
that the mild climate of Silicon
Valley, which has sprouted quite
a few famous startups, encour-
ages work on the margins, where
there is more incentive to tinker
and much less need to justify the
use of well-heated indoor spaces.
There is a paradox, however:
even though many hackers and
founders come from and work
best on the margins, many also
crave acceptance by the main-
stream. This is not a good thing;
most great ideas come from the
margins. Graham made a witty
attempt at explaining why this is
so and what can be done to en-
courage the process.

He touched on many core ideas:
the disadvantages of “insider”
(mainstream) projects, illus-
trated via analogy with the gov-
ernment commissioning the
writing of the Great American
Novel; ways of determining in
what fields it’s worth trying to
become an insider, including
evaluation of the tests that admit
you and the quality of existing
insiders (from a practitioner’s
point of view); why big compa-
nies frequently get blind-sided
by startups, because the employ-
ees continually undergo tests for
the wrong qualities; how out-
sider success hinges on corrupt
tests selecting ineffectual insid-
ers with lots of money, followed
by fair tests such as the market-
place, where, thanks to the Inter-
net, ideas are increasingly pro-
motable on a level playing field.

Graham provided a veritable
guidebook for success as an out-
sider: In any field, even in those
with honest tests for inner-circle
admission, outsiders don’t have
much to lose; they can take risks
again and again, with few people
noticing their failures. Tradition
should generally be shunned, as
the state of the art changes much
faster these days and the space of
possibilities is ever growing. Nor
can outsiders allow their lives to
become scheduled; it’s not good
for thinking. Long, uninter-
rupted blocks of time allow
broad tinkering. It’s also essential
for outsiders to stay in direct
contact with the latest platforms,
programming languages, and
other technologies. Delegation,
especially in the starting phases
of an “unplanned” project, is a
death knell; if you are not doing
almost all the work yourself, you
stop learning. Outsiders must
find problems that can be solved
in one person’s head (like the
Woz building the hardware and
software for the Apple II). One
way is to focus on the places
where tasks are normally di-
vided: create a programming lan-
guage and, instead of shotgun-
ning it to other hackers, build
something useful with it and
hand that off. Since outsiders
don’t have the benefit of highly
focused training, they can cast a
wide net, creating new interdis-
ciplinary projects for themselves,
learning enough in each area to
hack together something brand
new. Finally, working on small
things provides quick gratifica-
tion and the ability to make do
with less.

The remainder of Graham’s talk
focused on how to make up for
what insiders often have—for
instance, an audience, money,
nonmaterial resources—without
becoming like them. His con-
cluding advice was to try just
hacking things together; when
people complain that you’re
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unqualified or that what you’ve
been doing is “inappropriate,”
you know you’re on the right
track!

In the Q&A, people asked what
it takes to be a good startup
founder. You need to be unbe-
lievably determined, you have to
have a good sense of design, and
you have to be outgoing enough
to speak with other people. Q:
How does one make something
marginal catch on? A: Start with
other hackers and early adopters
(Google was a great example, no
marketing, just word of mouth).
Q: What is the path to startup
success? A: The most important
thing is to make something that
other people want or, better yet,
need. Q: How do you know
when to let something you’ve
created run its course or to inter-
vene in its development? A: You
cannot hose yourself by open-
sourcing everything and letting
people play. Q: How do you
know when something has failed
and it’s time to try your next
foolish idea? A: Collect good
friends whose opinion you trust,
and always be open to sugges-
tions.

TH A N KS TO O U R VO LU NTE E R S

Ellie Young
ellie@usenix.org

As many of our members know,
USENIX’s success is attributable
to a large number of volunteers,
who lend their expertise and
support for our conferences,
publications, and member ser-
vices. They work closely with
our small staff in bringing you
the best there is in the fields of
systems research and system
administration. Many of you
have participated on program
committees, steering commit-
tees, and subcommittees and in
SAGE, as well as contributing to
this magazine. We are most
grateful to you all. I would like

to make special mention of the
following individuals who made
significant contributions in
2006.

The program chairs for our 2006
conferences:

Larry Peterson and Timothy
Roscoe, NSDI ’06

Atul Adya and Erich Nahum,
2006 USENIX Annual Technical
Conference

Mahadev Satyanarayanan and
Nigel Davies, MobiSys 2006

Steven M. Bellovin, SRUTI ’06

Matt Blaze and Angelos D.
Keromytis, First HotSec Work-
shop

Dan Wallach and Ron Rivest,
first Electronic Voting Technol-
ogy Workshop

Angelos D. Keromytis, USENIX
Security ’06

Ted Ts’o, 2006 Linux Kernel
Developers Summit

David Andersen and Neil Spring,
WORLDS ’06

Brian Bershad and Jeff Mogul,
OSDI ’06

Michi Henning and Maarten van
Steen, Middleware 2006

William LeFebvre, LISA ’06

Invited Talks/special track chairs:

Chris Small and Matt Blaze,
Invited Talks for 2006 USENIX
Annual Technical Conference

Patrick McDaniel and Gary
McGraw, Invited Talks for
USENIX Security ’06

David N. Blank-Edelman and
Doug Hughes, Invited Talks for
LISA ’06

Philip Kizer, Guru Is In Coordi-
nator for LISA ’06

Some other major contributors:

Balachander Krishnamurthy for
his continued efforts in obtain-
ing sponsorships and providing
guidance for SRUTI

Alva Couch for liaising with VEE
and HotAC, co-sponsored by
USENIX

Avi Rubin and ACCURATE for
helping organize our first Elec-
tronic Voting Technology Work-
shop

Peter Honeyman for his efforts in
outreach to the international
community, e.g., the SANE and
Middleware conferences

Michael B. Jones for serving as
liaison to the Computing
Research Association

Matt Blaze, Clem Cole, Alva
Couch, Rémy Evard, Jon “mad-
dog” Hall, Michael B. Jones,
Marshall Kirk McKusick, Niels
Provos, Margo Seltzer, and
Theodore Ts’o for their service
on the USENIX Board of Direc-
tors in 2006

Jon “maddog” Hall for holding
auctions for contributions to the
John Lions Chair in Operating
Systems at the University of New
South Wales

Dan Geer, Theodore Ts’o, and
Marshall Kirk McKusick for
serving on the USENIX audit
committee

Clem Cole, Peter Salus, Keith
Packard, John Gilmore, Jim
McGinness, and Jon “maddog”
Hall for serving on the USENIX
awards committee

Rob Kolstad and Don Piele for
their work with the USA Com-
puting Olympiad, co-sponsored
by USENIX

S AG E U P DATE

Greetings from USENIX. We’ve
been busy, working hard on the
upcoming LISA conference and a
fantastic new SAGEWeb site.
Take a look at what’s been hap-
pening with SAGE.
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